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Many tragic and notable cases regarding the abuse of children and vulnerable adults have highlighted deficiencies in relation to the sharing of information and communication within and between agencies. 


In order to deliver the best safeguarding outcomes decision makers need all the relevant information concerning an individual and their circumstances to be available to them. Information viewed alone or in silos may not give the full picture or identify the true risk.








All agencies must comply with the Data Protection Act 1998 and other legal gateways such as the Children’s Act 2004, the Human Rights Act 1988, the Crime and Disorder Act 1998 , the Investigatory Powers Act 2000 and The Housing Act 2004. See attached for more information: 
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If disagreement arises in respect of any requirement to share information in relation to safeguarding the escalation policy for the appropriate safeguarding board (Adult or Children’s) should be used to resolve the disagreement.





The public interest criteria includes: The administration of justice, maintaining public safety, the apprehension of offenders, the prevention of crime and disorder, the detection of crime and the protection of vulnerable members of the community.





Obtaining consent is good practice and in circumstances where it is appropriate and possible, explicit consent should be sought and evidenced. However, in some circumstances obtaining consent may hinder or prevent safeguarding responses. It is permissible to disclose personal information without consent if this is in the defined category of public interest. See the attachment in section 6 for more information.











Multi agency teams like MASH support communication between all safeguarding partners, enhancing the information and intelligence sharing mechanisms that already exist and building on them. 


Agencies may require information from other agencies or be required to share information in circumstances such as making a referral to the MASH, to indicate that a child or adult has the potential to be at risk of significant harm.





Examples of information to be shared:


Name of subject and other family members and other persons relevant to identifying and assessing the risk to that person, ages /dates of birth, relevant police information and intelligence, historical case file information, relevant school and educational information, GP and health records.
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7 MINUTE BRIEFING


Multi Agency Information Sharing 
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7 Minute Briefing: Local Lessons
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For more information regarding 7 minute briefings, please email sarah.herron@knowsley.gov.uk
Knowsley Safeguarding Children Board, 2nd Floor, Nutgrove Villa, Westmorland Road, Huyton L36 6GA

Tel: 0151 443 3859 www.knowsleyscb.org.uk


The Legal Gateway Permitting the Use of Personal Information



		        Legal Gateway permitting the use of this personal information

		In order to process personal information a data controller such as Knowsley Council and its individual partners need to have a just purpose for processing information. Therefore under the Data Protection Act 1998 (DPA) if personal information is being processed one or more conditions must be met from Schedule 2 and if sensitive personal information is being processed a condition from both Schedule 2 and  3 need to be met. 



It is essential that all the information is processed in compliance with the principles of the DPA, The Human Rights Act and any Duty of Confidentiality. Each Agency must determine for itself that they agree with the requirements below.



Schedule 2 is satisfied in the case of this agreement by the following:

· Condition 3 (The processing is necessary for compliance with any legal obligation to which the data controller is subject, other than an obligation imposed by contract)

· Condition 4 (The processing is necessary in order to protect the vital interests of the data subject)

· Condition 5 (b) (For the exercise of any functions conferred on any person by or under any enactment) 

· Condition 6 (1) (The processing is necessary for the purposes of legitimate interests pursued by the data controller)



Schedule 3 is satisfied in the case of this agreement by the following:

· Condition 3 (The processing is necessary in order to protect the vital interests of the data subject or another person)

· Condition 4 (The processing is in the substantial public interest, for the provision of confidential counselling, advice, support or any other service in that explicit consent is not obtained so as not to prejudice the provision of the above services)

· Condition 5 (The information contained in the personal data has been made public as a result of steps deliberately taken by the data subject)

· Condition 6 (The processing is necessary for the purpose of, or in connection with, any legal proceedings or legal rights)

· Condition 7 (1)(b) (for the exercise of any functions conferred on any person by or under an enactment)



The above conditions are satisfied due to the following legal gateways:

· Sections 10 and 11 of the Children’s Act 2004 places new obligations upon the Police, Local Authorities and Primary Care Trusts to co-operate with other relevant partners in promoting the welfare of children and also ensuring that their functions are discharged having regard to the need to safeguard and promote the welfare of children.

· Articles 2 and 3 of the Human Rights Act 1988, namely the right to life and the right to prohibition of torture or inhumane or degrading treatment.

· Crime and Disorder Act 1998

· Section 10 of the Statutory Instrument 2000 No.417 that states “The processing is necessary for the exercise of any functions conferred on a constable by any rule of law”.

· Regulation of Investigatory Powers Act 2000

· Housing Act 2004



Obtaining consent remains a matter of good practice and in circumstances where it is appropriate and possible, explicit written consent should be sought and freely given by the data subject. However in  some cases safeguarding and public protection and timeliness of service provision might be prejudiced if agencies were to seek consent. In such cases the disclosing agency must consider possible grounds to override the consent issue. It is possible to disclose personal information without consent if this is in the defined category of public interest.



The public interest criteria include:

· The administration of justice

· Maintaining public safety

· The apprehension of offenders

· The prevention of crime and disorder

· The detection of crime

· The protection of vulnerable members of the community



When judging the public interest the rule of proportionality should be applied to ensure that a fair balance is achieved between the public interest and the rights of the data subject. This should be considered and evidenced when disclosing without consent so that you can explain your choice should you be challenged.



It is a requirement of the Data Protection Act 1998 that all organisations that process personal data should have a fair processing/privacy notice, which will inform individuals at the earliest opportunity about how their personal data will be used by that organisation. Each agency must ensure that their privacy notices cover the sharing of information that will take place in line with this guidance and make it freely accessible to their service users on their website.








